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Anne Meagher Northup, Commissioner

FROM . Christopher W. Dentel
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SUBJECT : Semiannual Report, April 1, 2012 through September 30, 2012

I hereby submit the Semiannual Report for the Office of the Inspector General for the period
April 1, 2012 through September 30, 2012. The report, which is required by the Inspector
General Act of 1978, as amended, summarizes the activities of this office during this six-month
period. Section 5 of the Act requires that the head of the agency transmit this report to the
appropriate Congressional committees within 30 days of its receipt.

I appreciate the cooperation and support received from the Commission staft during the
reporting period.

Sincerely,

Christopher W. .Dentel
Inspector General

CPSC Hotline: 1-800-638-CPSC(2772) G CPSC's Web Site: hitp.//www.cpsc.dov



EXECUTI VE SUMVARY

This sem annual report sunmarizes the major activities
performed by the Office of the Inspector General (0Ol G
during the reporting period April 1, 2012 through Septenber
30, 2012. During the reporting period, this office worked
on eight audits or reviews. At the end of the reporting
peri od, four audits or reviews and three investigations
were in progress.

The Ol G received a number of conplaints during the
reporting period, six of which resulted in the initiation
of formal investigations. Five investigations were cl osed
or transferred during the reporting period. Management
officials acted on the recommendations made in the
completed investigations from the previous reporting
peri od.

The Ol G continues to be involved with the Council of
the I nspectors General on Integrity and Efficiency and the
Council of Counsels to the Inspectors General.
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| NTRODUCTI| ON

U S, CONSUMER PRODUCT SAFETY COWM SSI ON

The U.S. Consunmer Product Safety Comm ssion (CPSC) is an
i ndependent federal regulatory agency created in 1972, under the
provi sions of the Consuner Product Safety Act (CPSA) (P.L. 92-573)
to protect the public against unreasonable risks of injuries
associ ated with consuner products. Under the CPSA and the Consuner
Product Safety | nprovenent Act of 2008 (CPSIA), Congress granted
the CPSC broad authority to issue and enforce standards prescribing
per formance requi renments, warnings, or instructions regarding the
use of consumer products. The CPSC al so regul ates products covered
by a variety of other acts, such as the Virginia G aene Baker Pool
and Spa Safety Act, the Children's Gasoline Burn Prevention Act,
the Fl anmabl e Fabrics Act, the Federal Hazardous Substances Act,
t he Poi son Prevention Packaging Act, and the Refrigerator Safety
Act .

The CPSC is headed by five Conm ssioners appointed by the
President with the advice and consent of the Senate. The Chairnan
of the CPSC is designated by the President. The CPSC s
headquarters is located in Bethesda, MD. The agency has field
personnel stationed throughout the country. The CPSC had a budget
of $114.5 million and 548 authorized full-time equival ent positions
for FY 2012.

OFFI CE OF THE | NSPECTOR GENERAL

The O G is an independent office, established under the
provi sions of the Inspector General Act of 1978, as anended by the
| nspect or General Act Amendnents of 1988, and the |Inspector Ceneral
Ref orm Act of 2008. The I nspector General Act gives the |Inspector
General the authority and responsibility to:

e conduct and supervise audits and investigations of
CPSC progranms and operati ons;
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e provide |eadership, coordination, and recomend
policies for activities designed to: (i) pronote
econony, efficiency, and effectiveness in the
adm nistration of the CPSC s prograns and operations;
and (ii) prevent and detect fraud, waste, and abuse of
CPSC prograns and operations; and

e keep the Chairman and Congress fully and currently
i nfornmed about problens and deficiencies relating to
the adm ni stration of CPSC prograns and operations and
the need for progress or corrective action.

The O G investigates conplaints and information received
concerning possible violations of laws, rules, and regul ations,
m smanagenent, abuse of authority, and waste of funds. These
investigations are in response to allegations, conplaints, and
information received from CPSC enployees, other governnent

agencies, contractors, and other concerned i ndividuals. The
objective of this programis to ensure the integrity of the CPSC
and ensure individuals fair, i npartial, and i ndependent

i nvesti gations.

The O G also reviews existing and proposed | egislation and
regul ations relating to the progranms and operations of the CPSC
concerning their inpact on the econony and efficiency in the
adm ni stration of such prograns and operati ons.

The O G was authorized seven full-tinme equival ent positions
for FY 2012: the Inspector General, a Deputy Inspector CGeneral for
Audits, an office manager, an Information Technol ogy auditor, and
three |ine auditors.
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AUDI T PROGRAM

During this period, the OG worked on eight (8) audits and
reviews. A summary of each foll ows:

AUDI T OF FI NANI CAL STATEMENTS (ongoi ng)

The Accountability of Tax Dollars Act of 2002 requires that
the CPSC and ot her small er agencies, which had not been required to
perform annual financial audits in the past, begin performng
annual audits of their financial statenments. This audit is being
performed to nmeet this statutory requirenent.

The objectives of this audit are to ensure that the CPSC is
nmeeting its responsibilities for: (1) preparing the financial
statenments in conformty wth generally accepted accounting
principles; (2) establishing, maintaining, and assessing internal
control to provide reasonable assurance that the broad control
objectives of the Federal Managers’ Financial Integrity Act are
met; (3) ensuring that the CPSC s financial mnanagenent systens
substantially conply with statutory requirenents; and (4) conplying
wi th other generally applicable | aws and regul ati ons.

This audit is scheduled for conpletion in Novenber 2012.

FEDERAL | NFORVATION SECURITY MANAGEMENT ACT REPORTI NG
REQUI REMENTS (ongoi ng)

The Federal Information Security Managenment Act of 2002
(FISMA) requires each federal agency to devel op, docunent, and
i npl emrent an agency-w de program to provide information security
for the information and information systenms that support the
operations and assets of the agency, including those provided or
managed by anot her agency, contractor, or other source.

FI SMA requires agency program officials, chief information
officers, and inspectors general to conduct annual reviews of the
agency’s information security programand report the results to the
O fice of Managenent and Budget (OvB). OVB uses this data to assi st
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inits oversight responsibilities and to prepare this annual report
to Congress on agency conpliance with the Act.

FI SMA assigns specific responsibilities to federal agencies,
the National Institute of Standards and Technol ogy (NI ST), and OvVB
to strengthen information system security.

This review will neasure agency conpliance with FlI SVA
requirenents and is schedul ed for conpl etion in Novenber 2012.

PURCHASE CARD AUDI T

This audit assessed the CPSC s Purchase Card Program and
attenpted to determ ne the extent to which the agency has taken
corrective action regarding the findings made in an earlier
audit of its purchase card programby Wthum Smth+Brown
(W5+B)

The CPSC uses GSA's (General Services Adm nistration)
purchase card program which is intended to streanline federa
agency acqui sition processes by providing a | owcost, efficient
vehi cl e for obtaining goods and services directly from vendors.
The CPSC, which is subject to the general guidance found in the
Federal Acquisition Regulations (FAR), has also set forth
agency-specific purchase card policies and procedures. The CPSC
has approxi mately 148 enpl oyees who have been issued purchase
cards and who nake approximately 7,700 purchases each year.
This audit reviewed a sanple of these transactions, as well as
assessed the effectiveness of the existing policies and
procedures, in addition to the agency’s actual conpliance with
sane.

Overall, we found that the CPSC has a functioni ng Purchase
Card Programin place; however, despite direction fromthe
Chai rman of the agency, managenent officials have not taken
tinmely corrective action to address the deficiencies found in
the 2010 audit of the agency’s Purchase Card Program O G found
that the programstill had a nunber of internal control
weaknesses and did not conply with a nunber of the policies and
procedures governing the purchase card program Qur findings
and the rel ated recomendati ons regardi ng these issues incl uded:
a |l ack of adherence to, and enforcenent of, existing CPSC
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speci fic Purchase Card Program policies and procedures;
nonconpl i ance wi th governnent-w de purchase card policies and
procedures; and a | ack of properly designed, inplenented, and
effective internal controls governing the CPSC s Purchase Card
Program Managenent has agreed to inplenment OG
recommendati ons, which included revising the CPSC directive
governing the Purchase Card Program continuous nonitoring of
purchase card transactions, and conducting a formal annual
revi ew over the program A nunber of these recommendati ons
have al ready been i npl enent ed.

AUDI T OF TRAVEL CHARGE CARD PROGRAM (I n progress)

This audit will assess the CPSC s conpliance with federal
statutes and regul ati ons governing the operation of its Travel
Card Program The Travel and Transportation Reform Act of 1998
requires federal enployees to use travel charge cards for al
paynments of expenses related to official governnment travel
i ncludi ng hotels, transportation, and neal costs.

The General Services Adm nistration (GSA) issues the
Federal Travel Regulation (FTR) that inplenents the requirenents
of the Act and adm nisters governnent travel cards through its
Smart Pay program Each agency sel ects one of the five banks
contracted by GSA as their travel card provider and negoti ates
their own task order under the SnmartPay master contract. The
task order identifies the specific charge card services the
sel ected bank will provide the agency, and it docunents the
agreed-upon fees, including additional negotiated rebate
per cent ages.

Wiile responsibility for paynent rests with the individual,
agenci es al so have a responsibility, as well as a financi al
incentive, to ensure that accounts are paid tinely and in full.
GSA's master contract describes the agencies’ travel card
program responsi bilities. These include ensuring that
cardhol ders use the card only for authorized purposes, by
nmoni t ori ng account activity; and managi ng del i nquenci es and
m suse by notifying the enpl oyee and managenent of delinquent
accounts, taking appropriate disciplinary action, and, as a | ast
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resort, collecting the overdue amount fromthe enpl oyee through
salary offsets. Additionally, the negotiated rebate provides a
financial incentive for the agency to act to ensure that its
enpl oyees’ overdue bal ances are paid in full. Because unpaid
account bal ances reduce the anount of the rebate the agency
receives, it is inportant that the agency mnim ze delinquent
accounts. Monitoring and managi ng del i nquenci es al so hel ps the
agency avoid potential negative publicity that can come from
unpai d accounts.

FOLLOW UP REVI EW OF THE ADEQUACY OF PROCEDURES FOR ACCREDI TI NG
CONFORM TY ASSESSMENT BODI ES AND OVERSEEI NG THI RD PARTY TESTI NG

The Consumer Product Safety | nprovenent Act of 2008 (CPSIA)
constituted a conprehensive overhaul of consuner product safety
rules, and it significantly inpacted nearly all children' s
products entering the U S. narket.

In relevant part, the CPSIA inposed a third party testing
requi renent on all consumer products primarily intended for
children 12 years of age or younger. Every manufacturer
(including an inporter) or private |labeler of a children's
product nust have its product tested by an accredited
i ndependent testing | aboratory and, based on the testing, nust
issue a certificate that the product neets all applicable
Consuner Product Safety Comm ssion requirenents. The CPSC was
given the authority to either directly accredit third party
conformty assessnment bodies (“third party |aboratories”) to do
the required testing of children’s products or to designate
i ndependent accrediting organi zations to accredit the testing
| aboratories. The CPSC is required to maintain an up-to-date
list of accredited |labs on its website. The CPSC has authority
to suspend or termnate a |l aboratory’s accreditation in
appropriate circunmstances and is required to assess periodically
whet her | aboratories should continue to be accredited. The
third party testing and certification requirements for
children’ s products are phased in on a rolling schedule. The
statute requires the CPSC to issue | aboratory accreditation
regimes for a variety of different categories of children’s
product s.
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The CPSC determ ned quickly that it |acked the necessary
infrastructure to accredit the testing |aboratories directly.
Accordingly, to leverage its avail able resources, the CPSC
deci ded to use an independent accrediting organization to
accredit the testing | aboratories. CPSC recognition requires a
| aboratory to be accredited by an accreditation body that is a
signatory to the International Laboratory Accreditation
Cooperati on Miutual Recognition Arrangenent. The scope of
accreditation nust include the test nethods required by CPSC
| aws and regul ations; and the | aboratory nust apply to the CPSC
for recognition and also nust agree to fulfill the requirenments
of the CPSC program

This followup review of the adequacy of CPSC procedures
for accrediting conformty assessnment bodi es assessed the CPSC s
i npl enentation of the recommendations nade in |ast year’s
review. These recommendati ons were designed to deal with the
review s findings that the formal standard operating procedures
were often | acking, certain aspects of the review process
appeared to be subjective, and internal control design was weak
in sone aspects of the programi s managenent. This follow up
review found that, corrective actions had been taken on al
seven recomrendations in the original review report. Five of
t he recommendati ons had been fully inplenmented prior to the
commencenent of this review and shoul d be considered cl osed.
Two of the recommrendations are “ongoi ng recomendati ons” and not
subject to closure. The followup review found that with the
exception of the two “ongoi ng” recommendati ons, managenent t ook
steps to close out all the remai ning recomrendati ons and bring
the CPSC into conpliance wth federal and agency regul ati ons.

| NFORMATI ON TECHNOLOGY | NVESTMENT MANAGEMENT AUDI T (ongoi ng)

The CPSI A calls for upgrades of the CPSC s information
technol ogy architecture and systens and the devel opnment of a
dat abase of publicly available information on incidents
involving injury or death. The CPSIA also calls for the OGto
review the agency’s efforts in these areas.

In order to assess objectively the current status of the
CPSC s efforts in this area, and to hel p provide the agency with
a road map to neet the goals set out in the CPSIA this office
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used the Government Accountability Ofice’'s (GAO s) Information
Technol ogy I nvestnent Maturity (I TIM nodel. The ITIMframework
is a mturity nodel conposed of five progressive stages of
maturity that an agency can achieve in its IT investnent
managenent capabilities. The maturity stages are cumnul ative;
that is, in order to attain a higher stage of maturity, the
agency nust have institutionalized all of the requirenents for
one stage, in addition to the requirenents for all of the | ower
st ages.

The framework can be used to assess the maturity of an
agency’ s investnment managenent processes as a tool for
or gani zati onal inprovenent.

The GAOs ITIMmaturity nodel framework offers
organi zations a road map for inproving their IT investnent
managenment processes in a systematic and organi zed nmanner.
These processes are intended to: inprove the |ikelihood that
investnments will be conpleted on tinme, within budget, and with
t he expected functionality; pronote better understandi ng and
managenent of related risks; ensure that investnents are
sel ected based upon their nerits by a well-informed deci sion-
maki ng body; inplenent ideas and innovations to inprove process
managenent ; and i ncrease the business val ue and m ssion
performance of investnents.

Under a contract nmonitored by the O G the independent
certified public accounting firmWthum Smth + Brown (W5+B)
performed an audit of the CPSC s Information Technology (IT)

I nvest ment managenent processes, using the GAO s | TIM franmework.

According to Wes+B's findings, at the tinme of their audit,
the CPSC had reached Stage 1 of the five-stage I T investnent
maturity nodel. The CPSC had al ready inpl enented several of the
key practices and critical processes that constitute Stage 2,
and W5+B provi ded recommendations on inproving the CPSC s IT
i nvest nent processes.

Anot her contract has been awarded to Ws+B to review t he
CPSC s Information Technol ogy Architectures with a speci al
enphasis on the public database. Once again, the reviewis
bei ng conducted using the GAOs ITIM franework (A Franework for
Assessing and | nproving Process Maturity, GAO 04-394QG).
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The audit will build upon the results of the prior
assessnment of the CPSC s IT investnent managenent maturity and
wi |l eval uate what inprovenents have been made and where
addi tional progress is needed.

REVIEW OF THE SECURITY OF THE CONSUMER PRODUCT SAFETY RISK
MANAGEMENT SYSTEM

The CPSIA requires the CPSC to inplement a publicly
accessi ble, searchable database of consuner product incident
reports.

Thi s dat abase, the Consumer Product Safety Ri sk Managenent
System (CPSRVS), houses personal, proprietary, and confidenti al
data and is a “mjor application,” as defined by N ST SP 800- 18.
Therefore, CPSRMS is required to inplenent specific security
controls and conplete a Security Certification and Accreditation
(C&A) process. N ST SP 800-37 provides guidance and best practices
for the C & A process that federal agencies are required to
i npl enrent as a mandate of FI SVA Consequent |y, CPSC nanagenent
reviewed and validated CPSRV5' s system security through the
performance of a C & A assessnent, and it formally authorized
CPSRMS to operate on January 16, 2011

This review was designed to evaluate the CPSCs C & A
assessnment (specifically, the six-step R sk Managenent Framework
outlined in NST SP 800-37) to ensure that it nmet those
requi renments and Section 212 of the CPSIA

The review found that at the tine fieldwrk was perforned,
there were several inconsistencies and weaknesses in the C & A
assessment of the CPSRVE. These weaknesses stemmed prinmarily from
a |l ack of mature organi zati onal processes and procedural docunents
required to ensure the adequate governance of the C & A process.
In addition, managenent’s lack of internal resources played a
significant part in the weaknesses identified in the C & A
assessnent. Managenent concurred with and al ready inpl enmented many
of O G s recomendati ons.
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REVIEW OF CONSUMER PRODUCT SAFETY RISK MANAGEMENT SYSTEM S
COVPLI ANCE W TH CPSI A SECTI ON 212

The CPSIA requires the CPSC to inplement a publicly
accessi ble, searchable database of consuner product incident
reports.

Several content, organizational, and procedural requirenents
are defined in Section 212 of the CPSIA regarding the
i npl enentation and operation of the database. For exanple, the
dat abase is required to contain all Reports of Harm submtted on or
after March 11, 2011, relating to the use of consuner products and
ot her products or substances regulated by the Comm ssion; the
i nformati on nust be categorized in a manner consistent with the
public interest; businesses nust be allowed the opportunity to
comment on the Reports of Harm and the comrents nust be published
in the database at the sanme tinme as the Report of Harm whenever
practicable; in addition, access to the any Personally Identifiable
Information (PlII) provided by the Report of Harm subm tter nust be
[imted.

The purpose of this review was to neet the requirenents of
section 205 of the CPSIA by reviewing the CPSRVS to ensure that it
conplies with the requirenents set forth in section 212 of the
CPSIA. Overall, we found that the CPSC has substantially conplied
with the requirenents of the CPSIA for the database. However, we
did note one instance in which personal information regarding a
consuner (nanme, contact, and nedical information), had been nade
avai lable to the public. The type of information in question is
characterized by +the governnent as Personally Ildentifiable
Information (PI1), and its actual or potential unauthorized rel ease
is referred to as a breach of PII

This particular breach of PIl occurred because the CPSC did
not properly conceal or redact the PIl contained in a publically
avai l able Report of Harm The breach in question was not
di scovered until a public user of the database notified the CPSC
that a Report of Harm on the database contai ned an attachnent that
included the Report submitter’s name and phone nunber. The
attachment also included a Wb |link to the report submtter’s
website, which included additional PIl. The individual responsible
for “scrubbing” the files to renove PII data before they were
posted did not follow proper procedures. |Instead, the individual
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attenpted to redact the PIl contained in the report by using
M crosoft Wrd (the programthat had al so been used to generate the
attachnment) to add objects (black rectangles) to cover the PII
information in the attachnent. However, the objects were alterable
by public wusers of the database, rendering the redaction
meani ngl ess and the information underneath viewable. Managenent
concurred with and had already inplemented O G recommendati ons
designed to prevent future PIl breaches before conpletion of the
audi t .
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| NVESTI GATI VE PROGRAM

A nunber of individuals contacted the OG during the
reporting period to discuss their concerns about matters invol ving
CPSC prograns and activities. Six of the individuals filed fornal
conplaints, alleging waste, fraud, abuse, or m smanagenent of CPSC
resour ces. These conplaints resulted in the initiation of six
investigations. Several matters were transferred to CPSC officials
(managenent or EEOC) or to other governnent agencies for fina
di sposition after initial investigation indicated that these cases
woul d be dealt with nore appropriately outside of |G channels.
Several investigations were closed after initial investigation
determ ned that no action was required. One case was transferred
to the U S. Secret Service.

| nvesti gations

No. of Cases
Begi nni ng of period 2
Opened 6
Cl osed 3
Transferred/ | ncor porat ed 2
into existing investigation
End of the period 3

REPORTABLE | NVESTI GATI ONS

Al |l eged Threat Against the Life of the President by a Non-
Gover nment Enpl oyee — A non-gover nnent enpl oyee contacted an
enpl oyee of the CPSC and nade threatening statenents regarding
the President of the United States. All avail able evidence was
gathered, and the matter was transferred to the U S. Secret
Ser vi ce.

Al |l eged M sconduct by a CGovernnent Enployee — An anonynous
conpl ainant alleged that the Subject inappropriately detailed an
unqual i fied enpl oyee into a supervisory position. Allegation was
found not to be substanti ated.

Al |l eged M sconduct by a CGovernnent Enployee — An anonynous
conplaint alleged that a CPSC O ficial acted inappropriately when
he played a role in the selection of a contractor for whom a
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relative of his worked. It was determ ned that although the
individual in question shared the sanme |ast nane as the CPSC
Oficial, there was no other relationship between the official and
the contractor. Allegation was found not to be substanti at ed.

ONGO NG | NVESTI GATI ONS

Three investigations were ongoing at the end of the
peri od. These cases involve allegations of violations of
vari ous agency or federal regul ations and/or statutes.

OTHER ACTI VI TI ES

LEG SLATI ON AND REGULATI ONS

The OG reviews internal and external legislation and
regul ations that affect the OG specifically, or the CPSC s
prograns and activities, generally. Procedures applicable to the

foll owi ng subjects were reviewed and commented upon during the
reporting period:

Consuner Product Safety |nprovenent Act

Consuner Product Safety Act

Use of Social Media by the CPSC

Unaut hori zed Rel ease of Personally Identifiable Information
Trai ni ng of Managers and Supervisors

Agency Privacy Program

Hat ch Act

Conflict of Interest

Federal Information Security Managenent Act

Pur chase Card Program

Travel Card Program

Changes in Agency Financial Managenent Policies
Anti - Deficiency Act

Federal Service Labor-Managenent Rel ations Statute
Merit System Principles

Prohi bi ted Personnel Practices

| mpr oper Paynent Reduction Act
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COUNCI L OF | NSPECTORS GENERAL ON | NTEGRI TY AND
EFFI Cl ENCY

The I nspector General, as a nenber of the Council of
| nspectors General on Integrity and Efficiency (Council),
mai ntai ns active nmenbership with the Council and its associ ated
activities. The Council identifies, reviews, and discusses
i ssues that are of interest to the entire |G comunity. The
| nspector General attended regular neetings held by the Counci
and joint neetings of the Council and GAO The O G s staff
attended sem nars and training sessions sponsored or approved by
the Council and its associated activities.

COUNCI L OF COUNSELS TO THE | NSPECTORS GENERAL

The I nspector General is a nmenber of the Council of Counsels
to the Inspectors General. The Council considers |egal issues of
interest to the Ofices of Inspectors General. During the review
period, the Council reviewed existing and pending |aws affecting
the CPSC, in general, and to the Ofice of the Inspector Ceneral,
specifically; and it provided other support to the Inspector
General , as needed.
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Appendi x A

REPORTI NG REQUI REMENTS SUMVARY

Reporting requirenents specified by the Inspector General Act of 1978, as anended, are |isted

bel ow:

Sect i

Sect i

Secti

Sect i

Secti

Sect i

Sect i

Sect i

Sect i

Sect i

Sect i

Sect i

Sect i

on

on

on

on

on

on

on

on

on

on

on

on

on

Citation

4(a) (2)
5(a) (1)
5(a) (2)

5(a) (3)

5(a) (4)
5(a) (5)
5(a) (6)
5(a) (7)
5(a) (8)
5(a) (9)
5(a) (10)

5(a) (11)

5(a) (12)

Section 845 of

The NDAA of 2008

Reporting Requirenents Page
Revi ew of Legislation and Regul ati ons.......cooooiiiiiiiciiicinnnene. 14
Signi ficant Probl ens, Abuses, Deficiencies......occcoerrnnnn... 4-13

Reconmendati ons with Respect to Significant Problens,

Abuses, and Defi Ci €NCi S . i e 4-13
Si gni ficant Recomrendati ons |Included in Previous Reports
On Which Corrective Action Has Not Been Taken.................. NA
Matters Referred to Prosecutive Authorities.......ooccoennn.e. NA
Summary of I nstances Were Informati on WAas Refused........ NA
REPOrt S | SSUBH..cciiiiie e 4-13
Summary of Significant RepOrtS...oiiiiiiiiiiic e, 4-13
(@ UT=TS3 o] g T=To B o 1= = NA
Recommendati ons That Funds Be Put to Better Use.............. NA

Sunmary of Audit Report |ssued Before the Start of

the Reporting Period for Wich No Managenent

Deci sion Has Been MAJE......c.couiiiiiiiiiiciiieiii e NA
Signi ficant Revised Managenent DecCi Si ONS......ccoeivieiiieinneen. NA

Managenment Deci sions with Wich the Inspector Cenera
ST I s T Y=o =T =Y 111 o) SR NA

Significant Contract Audit Reports......cocoimiciiinieiiiineennnn, NA
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Appendi x B

PEER REVI EW RESULTS

The | ast peer review conducted by another O fice of |Inspector General on the
CPSC' s O G was issued on May 23, 2011, and it is available on the CPSC O G s
Web page. All reconmendations rmade in that peer review have been

i mpl ement ed.

The | ast peer review conducted by the CPSC s O G of another O fice of

I nspect or CGeneral occurred on Decenber 9, 2010, and it involved the National
Endownent for the Humanities’ O fice of Inspector General (NEH O G. No
deficiencies were noted, and no formal recomendati ons were made in that
revi ew.
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